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Limited Warranty

Hawking Technology guarantees that every HWDN2 Hi-Gain™ Wireless-N Network USB Dish Adapter is free
from physical defects in material and workmanship under normal use for one (1) year from the date of
purchase. If the product proves defective during this one-year warranty period, call Hawking Customer
Service in order to obtain a Return Authorization number. Warranty is for repair or replacement only.

Hawking Technology does not issue any refunds. BE SURE TO HAVE YOUR PROOF OF PURCHASE.
RETURN REQUESTS CAN NOT BE PROCESSED WITHOUT PROOF OF PURCHASE. When returning a
product, mark the Return Authorization number clearly on the outside of the package and include your original
proof of purchase. For Warranty (RMA) Terms and Conditions, please go to
http://www.hawkingtech.com/support/customerservice.php#rma. Standard shipping & handling charges may

apply.

IN NO EVENT SHALL HAWKING TECHNOLOGY'S LIABILTY EXCEED THE PRICE PAID

FOR THE PRODUCT FROM DIRECT, INDIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL
DAMAGES RESULTING FROM THE USE OF THE PRODUCT, IT IS ACCOMPANYING SOFTWARE OR
ITS DOCUMENTATION. Hawking Technology makes no warranty or representation, expressed, implied or
statutory, with respect to its products or the contents or use of this documentation and all accompanying
software, and specifically disclaims its quality, performance, merchantability, or fitness for any particular
purpose. Hawking Technology reserves the right to revise or updates its products, software, or
documentation without obligation to notify any individual or entity. Please direct all inquiries to:
techsupport@hawkingtech.com

Trademarks & Copyright

© Copyright 2009 Hawking Technologies, Inc. All rights reserved. All other brands and product names are
trademarks of their respective companies. No part of this publication may be reproduced in any form or by
any means or used to make any derivative (such as translation, transformation or adaptation) without the
express written consent of the manufacturer as stipulated by the United States Copyright Act of 1976.

Warning Statement:

Federal Communication

Commission Interference Statement

Federal Communications

Commission (FCC) Requirements, Part 15

1. Reorient or relocate the receiving antenna.

2. Increase the separation between the equipment and receiver.

3. Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
4. Consult the dealer or an experienced radio/TV technician for help. This device complies with Part 15 of the
FCC Rules. Operation is subject to the following two conditions:

(1) This device may not cause harmful interference.

(2) This device must accept any interference received, including interference that may cause undesired
operation.

FCC Caution:

FCC RF Exposure Statement:

This Transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.
This equipment complies with FCC RF radiation exposure limits set forth for an uncontrolled environment.
This equipment should be installed and operated with a minimum distance of 20 centimeters between the
radiator and your body. Unauthorized antenna, modification, or attachments could damage the transmitter
and may violate FCC regulations.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE 1999/5/EC OF THE EUROPEAN
PARLIAMENT AND THE COUNCIL of March 9, 1999 on radio equipment and telecommunication terminal
Equipment and the mutual recognition of their conformity (R&TTE)




The R&TTE Directive repeals and replaces in the directive 98/13/EEC (Telecommunications Terminal
Equipment and Satellite Earth Station Equipment) As of April 8, 2000.

Safety

This equipment is designed with the utmost care for the safety of those who install and use it. However,
special attention must be paid to the dangers of electric shock and static electricity when working with
electrical equipment. All guidelines of this and of the computer manufacture must therefore be allowed at all
times to ensure the safe use of the equipment.

EU Countries Intended for Use

The ETSI version of this device is intended for home and office use in Austria, Belgium, Denmark, Finland,
France, Germany, Greece, Ireland, Italy, Luxembourg, the Netherlands, Portugal, Spain, Sweden, and the
United Kingdom.

The ETSI version of this device is also authorized for use in EFTA member states: Iceland, Liechtenstein,
Norway, and Switzerland.

EU Countries not intended for use
None.

Regulatory information/Disclaimers:
Any changes or modifications made to this device that are not expressly approved by the manufacturer may
void the user's authority to operate the equipment.
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OVERVIEW

Thank you for purchasing the Hawking HWDN2 Hi-Gain™ Wireless N USB Dish Adapter. Now you can
enjoy the latest Wireless-N technology with excellent speeds, of up to 150Mbps*. Designed with Hi-Gain
Dish Technology, the Wireless N USB Adapter extends your wireless network coverage by up to 3 times
the speed and 5 times the range more than a standard Wireless-G Network. It allows you to connect a
notebook or desktop to any wireless network** using the USB port. Now, you can stream HD video, play

games online, download music, images and data while maintaining your freedom of mobility.
The HWDN?2 is also packed with security applications. For more security-sensitive applications, the

HWDN2 supports Hardware-based IEEE 802.11i encryption/decryption engine, including 64-bit/128-bit
WEP, TKIP, and AES. Also, it supports Wi-Fi alliance WPA and WPA2 encryption.

1. Features

Work with 802.11b/g/n wireless network devices.

= High-speed transfer data rate - up to 150 Mbps.

= High throughput supports multi-media data bandwidth requirement.

= Support 64/128-bit WEP Data Encryption, WPA, WPA2.

= Automatic fallback increases data security and reliability.

= Supports the most popular operating system: Windows 2000/XP/Vista/7
= Supports USB 2.0 interface.

* Theoretical wireless signal rate based on IEEE standard of 802.11a, b, g chipset used. Actual
throughput may vary. Network conditions and environmental factors lower actual throughput rate.

**Preferably Wireless-N network for maximum through pts.

** *Al| specifications are subject to change without notice.




2. Package Contents

Before

you begin the installation, please check the items of your package. The package should include

the following items.

(] One HWDNZ2 Hi-Gain Wireless N USB Dish Adapter
(] One USB cable (1.0 meter ~ 39 inches)
° One CD-ROM with User’'s Manual & Drivers for Windows and Mac
° Quick Installation Guide
< Dyal Antenna -
Dish Technology
USB port | | WPS (Wi-Fi Protection Setup LED
indicator
LED Description
LINK Blinks when active connection is available else remains switched OFF

Blinks rapidly when data communication in progress else remains
PWR switched OFF

3. System Requirements

To begin using the HWDN2 Dish Adapter, your PC/Notebook must meet the following minimum
requirements:

Operating System — Microsoft Windows 2000/XP/Vista or Mac OS 10.4 or later
An Available USB Port on your Laptop or Desktop

256MB system memory or larger

750MHz CPU or higher configuration




. FOR WINDOWS USERS

1. Installation for Windows 7/ Vista

Important!
(1) If you have installed the Wireless PC Adapter driver & utility before, please uninstall the old version first.

(2) Be sure to save all your work, your system may automatically restart after installation.

a. Insertthe included CD an auto load page will appear instantly on you screen.

Driver & Utility Setup
User's Manual
Quick Installation Guide
Product Reglstration

Cc. Choose a setup language

Hawking HWDNZ Hi-Gain USB Wirsless-N Dish Adapter - InstalShield W... L (=) ]

Choose Setup Language

Select the language for the installation fiom the choices below.

Basque A
Bulgarian =
Catalan
Chinese (Simplfied)
Chinese [Traditional)
Croatian
Czech -
Darish
Duich

Engich |
Finrish
French [Canadian]

French (Standard)

Geman
Grask




d. Please wait a while the Wizard prepares for setup. Select “Next” to continue.

Hawking HW-DNZ-I'hGain USE Wireless-N Dish Adapter - Instal\S?E\d W'lza-rd

Preparing Setup
Please wait whils the Instal hisld Wizard prepares the setup

Hawking HWDN2 Hi-Giain ISE WirelessN Dish Adapter Setup is preparing the InstallShield
Wizard. which will guide you thiough the rest of the setup pracess. Pleass watt

Cancel

Hawking HWDN2 Hi-Gain Wireless-N USE Dish Adapter Driver and Utility @

Hawking HWDN2 Hi-Gain Wircless-N USB Dish
Adapter Driver and Utility

The Installhield wizardl will install Hawiking HWDN2
Hi-Giain Wirsless M USE Dish Adapter Driver and Uity on
your computer. To continue, click Next

e.

Please wait during the setup status screen, then Select “Install” to begin Installation.

Hawking HWDN2 Hi-Gain Wireless-N USB Dish Adapter Driver and Utility =

Hawking HWDNZ Hi-Gain Wireless-N USB Dish Adapter Driver and Utility @

Setup Status

The InstallShield Wizard is instaling Hawking HWDN2 HiGain ‘Wieless-N USE Dish Adapter
Driver and Utility

Canicel

Hawking HWDN2 Hi-Gain Wireless-N USB Dish Adapter

Click Install to begin the instalation.

IF you want ta review of change any of your installalion setfings, click Back, Click Cancel to et
the wizard.

<Back | Instal | [ Cancel

f. Please wait until the Install Wizard completes. Note: A Windows Security screen might show up at

this point. Select “Install this driver software anyway” to Continue.

g Now installing Haviking HwDN2 Hi-G ain \wirgless-N USB Dish Adapter Driver

g.

Select “Finish.”

Hawking HWDN2 Hi-Gain Wireless-M USB Dish Adapter Driver and Utility

InstallShield Wizard Complete

The InstallShield \wizard has successfully installed Hawking
HWDMN2 Hi-Gain Wirgless-M USE Dish Adapter Driver and
Utility. Click Finish b it the: wizard,

<Bark Cancel




1.1

Connecting to a Wireless Network (Windows

7)

a. At this point, your system may prompt you to restart your computer. Plug in the HWDN?2 to

an available USB after computer restarts.

= Driver Software Installation

b. Please wait until your system completes with the
driver installation.

g

A Ing HADNE Wireless N LISE Dish Network « Resdly to use
agter

device driver software % [ ﬁ Hawaing HWDNZ Hi-Cain Wweless-N USE Dish Network Adapler

o T p—

-

Ciowe |

C. When Installation is complete, Control Center will indicate that your
network is ready. Select “OK.”

Control Center

! ,  MNetworkis not ready !

Not connected £y 2
|
. . Connections are available |
d. The Adapter will automatically search and locate an open network. ol
Wireless Network Connection 3 ~
Select a desired network. ——— il

You can locate search for the available network by clicking on the
wireless icon on your system tray (bottom-right corner).

[7] Connect automatically

WLAN M
HawkTeche |
54 il
AB00-1 -l
AB00-3 ol

AB00-4 -l

Open Network and Sharing Center

l‘:ﬂ Connect to a Metwork

e. If your selected network is
encrypted/password protected, please enter
the network security key and click “OK”. If you

Type the network security key

) Security key:
don't have the network security key, please e

contact your network administrator.

aeswans
[¥] Hide characters




f.

Congratulations! you are now successfully
connected!

@ Connect to a Network @

Connecting to HawkTech ...

Cancel
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1.2 Connecting to a Wireless Network (Windows Vista)

a. At this point, your system may prompt you to

an available USB after computer restarts.

restart your computer. Plug in the HWDN2 to k i b
- iy 7o

b.Your system will automatically search for the installed

driver for your HWDN2 adapter and will prompt you when

it is ready.

ﬁ Hawking HWDNZ Hi-Gain Wireless.N USB Dish Adapter
Device drrver sefemare ivtabed seeessiul by

g. Select a location for your network.

h. If your selected network is encrypted/password
protected, please enter the network security key and
click “OK”. If you don’t have the network security key,
please contact your network administrator.

i. Congratulations! you are now successfully
connected!

% Connect to a Network
Type the network security key
Security key: | sassssadl |
[¥] Hide characters
@ Connect to a Network @
Connecting to HawkTech . ..
[———=

11




Using Windows Configuration (Windows / 7)

It is recommended that you use the Windows Configuration for the Wireless-N Adapter.

a. To open up the Windows Configuration, go to Start 2>Connect To

B AdobeReader8

% Apple Software Update
@ Default Pragrams

(& Internet Explorer

* Trillian | Documents
Windews Calendar
Windows Contacts Pictures
B Windows Defender

£ Windows Fax and Scan

& Windows Live Messenger Download

Music

= Windows Mail EanE
‘Wind Media Pl

indows Medis Player e

|2 Windows Meeting Space

B Windows Movie Maker Computer

Windows Photo Gallery

£ Windows Update Network
Accessories S
Adobe Connect To I
Adobe Design Premium CS3

See the available wireless networks, dial-up, and VPN connections that you

AT SELEEELE can connect to.
Dell Printers
Extras and Upgrades Printers
Games i
HWUNL Wireless Help and Support
1 Back
ol h B0 Ta

# = R
e E= L " "@roor e

b. Select the Network you wish to connect to.

) ¥ Connect to 3 network

If you are connecting to an unsecure

Select a network to connect to

network, go to step c. If you are e

connecting to a secured network, go to . -
_5—‘1‘ 000740B6BDIE Unsecured network !.ﬂﬂ I

step d. E
E;ﬂ pm thsrouinibik !.ﬁﬂ |
E‘;ﬂ NRouter Unsecured network L

Set up a connection or network
Qpen Metwerk and Sharing Center

Connect Cancel

. ' —— - =
c. If you are connecting to an open network -
) ¥ Connect to a network
(unsecured network), a warning may
i i . i 000740B6BDIE is an unsecured network
appear indicating that the network is an
i C A
unsecured network. Select Connect ‘ ke N
Anyway and skip step i
% Connect to a different network
;
|
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d. |If your selected network is a secured (encryption) network, then a window will prompt you to
enter security key or passphrase. If you are connecting to a network that is security enabled,
but do not have the security key or passphrase, please obtain the passphrase from your
Network Administrator.

Bl °F Connecttoanetwork 1m!

i @ % Connect to a network

Type the network security key or passphrase for NRouter

The person whe setup the network can give you the key or passphrase.

Security key or passphrase:

I™ Display characters

4 Hfyouhave a USB flash drive with network settings for NRouter, insert it now.

e. Please wait while your HWDNZ2 is connecting.
= = == )

) % Connect to a netwark

Connecting to 000740B6BD9E

AN A

L b I

| Cancel |

— —— . —

f. The HWDNZ2 Wireless Dish Adapter is now connected; you may save this network as your
preferred network.

hi - S — =
@ ET" Connect to a network

u

i Successfully connected to 000740B6BDYE

4 [] Save this network

| Start this connection automaticall Ji

l ‘ Clase
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Installation (Windows 2000/XP)

Important! Please Install the HWDN2 Driver & Utility before connecting the HWDNZ2 into the USB

port on your computer. The HWDN2 Driver & Utility is located on the CD.
The following installation was operated under Windows XP. Procedures are similar for Windows 2000.

1. Insert the support CD into your CD Drive.

2. The CD drive should auto-load the following.

Driver & Utility Setup

Poasa read the Quick

gt e sk User's Manual
Quick Installation Guide

Click "Driver & Uity

Shatup® tn bagn the Product Registration

Irstalation

|

3. Open the file and you can briefly see the following. Select Run.

Open File - Security Warning &‘
De you want to run this file?

Name: Setup.exe
Publisher: Macrovision ion

Type: Application
From: 10.1.1.20

. ‘While files from the Intemet can be useful, this file type can
0 potertially ham your computer. Only un software from publishers
you trust. What's the risk?

4. Select Setup Language and click “Next” and “Next again in the following screen.

14




Hawking HWDN2 Hi-Gain USB Wireless-N Dish Adapter - InstallShi

Choose Setup Language L
Select the [snguage for the installation from the chaices below.

Basque -~
Bulgarian

Catalan

Chinese (Simplified]

Chinese (Traditional)

Croaisn

Czech

Danish

Dutch

En
Fin
French [Canadian)
French [Standard]
German

el

Hawking HWDNZ Hi-Gain Wireless-N USB Adapter Driver and Utility. E‘

Hawking HWDN2 Hi-Gain Wireless-N USB
Adapter Driver and Utility

The InstallShisld Wizard willinstall Hawking HwDN2
Hi Gisin Wircless-N LUSE Adapter Diiver and Uity on your
computer, To canlinue, click Next

5. Now you'll see the following message, please click ‘Install’ to begin the installation. Wait while

your system begins to install.

Hawking HWDNZ Hi-Gain Wireless-N USB Adapter Driver and Utility &|
Hawking HWDN2 Hi-Gain Wireless-N USB Adapter Driver ‘

Click Irstall to begin the instalation

If you wiant to review or change any of your installation settings, click Back. Click Cancel to esit
the: wizard.

<Back sl ] [ Cancel

%

Hawking HWDNZ Hi-Gain Wireless-N USB Adapter Driver and Utility.

Setup Status

The InstallShield \wizard is installing Hawking Hw/DN2 Hi-Gain \wirsless-MN LISB Adapter
Driver and Utility

Cancel

15




6. Select “Yes” to restart your computer, then click “Finish” to complete the driver and utility

installation.

Hawking HWDN2 Hi-Gain Wireless-N USB Adapter Driver and Utility.

InstallShield Wizard Complete

The InstallShisld Wizard has successfull indalled Hawking
HWDMN2 Hi-Gain Wireless-N USB Adapter Driver and Utility.
Before you can use the program. you must restart your
computer

(& Yz, | want to 1estart my computer now.
O Mo, | will restart my computer later

Remove any disks from their drives, and then click Finish to
complete setup.

@ Mow installing Hawking Hw/DMN2 Hi-Gain ‘Wireless-N USB Dish Adapter Driver

7. Atthis point, your system may prompt you to restart your computer. Plug in the HWDNZ2 to an

available USB after computer restarts.

8. Your system will recognize the new hardware, HWDN2 adapter. Please wait while it searches for

the installed driver and utility.

1) Found New Hardware
Hawking HWDN2 Hi-Gain Wireless USB Dish Adapter
- 6:05PM

Monday
6/1/2009

Found New Hardware Wizard
Please wait while the wizard searches. . .

Hawking HWON2 Hi-Gain Wireless-N USB Dish Adapter

= |

Sy

< Back Cancel

16




9. Finally select “Finish” to complete your hardware installation.

Found New Hardware Wizard

Completing the Found New
Hardware Wizard

The wizard has finished installing the software for:

Dish Adapter

Click Finish to close the wizard

"f{Fﬂ, Hawking HWDN2 Hi- Gain Wireless-N USB

2.1 Verify installation (Windows 2000/XP)

1. Open Control Panel ->Double-click on System.

2. Select Hardware tab—>Click on Device Manager.

Select and double-click on 802.11N USB wireless

LAN card.

System Properties El@

System Restore

2 pdd
General Computer Mame H.

Device Manager

The Device Manager sts all the hardware devices instalied
on your computer, Use the Device Manager to change the

proparties of any device.
(oo varae ]

Drivers

Driver Signang lets you make sure that installed davers are
compatible with 'windows. Windows Update lets you set up
how Windows connects to \Windows Update for drivers

[ DiverSiging | [ Windows Update

Hardware Profiles

g Hardware profiles provide a way for pou to set up and store
different hardware configurations.

Hardware Profiles

£ Device Manager

File:

Action  Wiew  Help

N ESES A =g

- SIDDAR TH-PC

¥

e = ey O O o R

+

-j Campuker
“g Disk drives
f§ Display adapters
s DVDICD-ROM drives
=% Floppy disk controllers
_ﬁ. Floppy disk drives
{28 Human Interface Devices
=% IDE ATASATAPT controllers
‘Z» Keyboards
") Mice and other pointing devices
& Monitors
B8 Mebwork adapters
Y502, 110 US LAM Card

-8 Generic Marvel Yukon Chipset based Ethernet Cony

5 Ports (COM & LPT)
a N

17




B07.11n USH Wireless LAN Card Properties d:3]

Geneeal | Advanced | Diiver | Detads

Verify the device status of the 802.11N USB Wireless LAN Card
m B2 110 USBE Wirslass LAN Card
This device is working properly—>Click OK
Drevice type Hetwork adapters
Marnd achser Hawking Technologles, Tnc
Locaston: Location 0 [USE Devics)
Device status

This device is working properly.
I pous are having peoblems with this device, click Troubleshoot to
#lat the boubleshoober

Tocnsblethoct
Device usage:
Use this dewice [enable] v

2.2 Network Configuration (Windows 2000/XP)

- Wireless Metwork Connection 4 Properties |E|rz|

e (o to Start Menu > Control Panel - Network.

General | Advanced

e Right-click on Wireless Network.

Connect using:

e Select >Local Area Connection icon = select |m 802.11n USB Wireless LAN Card |
Pro perti es. This connection uzes the following iterms:
. . S AEGIS Py | [IEEE 802.1%) v+3.5.3.0

o Select Internet Protocol (TCP/IP) >Click Properties. e T =
Internet Pratacal [TCP/IP) £
v

< | =

[rescription

Tranzmission Contral Protocol/ntemet Protocol. The default
wide area network, protocol that provides communication
across diverse interconnected networks.

Show icon in notification area when connected
Matify me when this connection haz limited or no connectivity

0K ] [ Cancel
Internet Protocol (TCP/IP) Properties r?lgt Select the [G 1] tab
— elect the [General] tab.
General | Atemate Configurai ,
LR - a. If your Wireless Router supports [DHCP]
“fou can get IP settings assigned automatically if your network supports . .
tEis capability. C:gwwise, you need to ask your network administrator for function, p|ea$e select both [Obtaln an IP
the appropriate IF settings. . .
address automatically] and [Obtain DNS
(@ Obtain an IP adcress automalicaly) 3 server address automatically].
() Use the following IP address: ]
b b. If the router does not support [DHCP]
function, you have to configure the IP and
_ DNS settings.
L. - )
@ Obtain DNS server address autnmaﬂcaﬂD a
() Usze the following DMS server addresses: b
[ ok |[ cancal |

18




2.3

Connect - Using HWDN2 Wireless Utility

NOTE:
e The HWDNZ2 Adapter must be connected to your computer at this point.

¢ Your home/office environment should have a wireless LAN Access Point (AP) that is
available for your use.

¢ You should readily have the (security keys) to connect to those Wireless LAN Access
Points (AP)

o Configuration utility will first automatically link with the Wireless AP if there is no security
key required. If the connection is successful, a message will appear on taskbar.

e The HWDN2 Wireless Utility works best with Windows XP and 2000. For Windows 7 and
Windows Vista, it is recommended to use the Windows Configuration.

Open Up the Hawking Wireless Utility. There are several ways to open up the Hawking
Wireless Configuration Utility.

= From your desktop, double click on the desktop shortcut.

AWirelEsssTs
USEIDEH
2

H
€]

= From your system trayls 5 & 3a3em
(Note: the icon may be green if the HWDN2 Adapter is already connected to a wireless
network).

- Connected to a Wireless Network or AP: lll

- Not Connected to a Wireless Network or AP: .
- The HWDN2 is disabled®

- The HWDN2 is not detected .

= For more options, right click the wireless icon from the system tray.

, double click on the wireless bar icon..

Open Canfig Lkl

- Open Config Utility: Select “Open Config Utility” to open the
configuration utility.

- About: Select “About” to show the utility information.
- Hide: Select “Hide” to hide the utility in the system tray.
- Quit : Select “Quit” to quit the utility in the system tray.

From the Available network tab, double click on the SSID or Access the SSID and click on
Connect.

19




To see a list of available wireless networks,
select Available Network tab—> Select
Refresh. All detected service set identifiers
(SSID) will be listed under SSID column.

Encryption/Security/Authentication:

If the selected SSID is an open network or
has no encryption, “none” will be listed under
the Encryption column.)

If the selected SSID has encryption (WEP,
TKIP, WPA), please enter the password in the
network key field and confirm network key
fields. If you don’t have the password, please
contact your network administrator.

wd Hawking Hi-Gain USB Wireless-N Dish Adapter

Refresh(R) Mode(M] View(V) About(A)

=4 MyComputer General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |

<& Hawking HWDN2 Hi-

Available Metwork(s)

S5ID Channel Encryption  Network Authentication Signal
I HawkTechG 2 WEP Unknown 80%
PwiLan 3 TKIP WPA Pre-Shared Key 63%
@Hawk\ng‘re(hﬂl 6 MNone Unknown 84%
Iy 10 WEP Unknown 57%
P'HawkTech 10 TKIP WPA Pre-Shared Key 80%
P'HawkTechc 11 TKIP WPA Pre-Shared Key 48%
g |Pm— T Pm——— +
Refresh ] [ Add to Profile
Note
Double dlick on item to join/create profile.
bl m v
Show Tray Icon || Disable Adapter
[ radio off
Ready NUM

When you are successfully connected, a green
signal meter will appear in the status bar

1:44 PM

When the HWDN?2 fails to connect, a red bar signal
meter appear in the status
Hawking 11 LISE Wireless LAN is Disconnected

el "B ) 301 pM

bar.

Note: If you mouse over the red bar, it will indicate that
the Adapter is disconnected.

Wirslogs Network Proportiss:
Profle Hame: | HawkTech

Natwork Name{S5I0):

dccess points e not used,
Channet
\Wireless natwork securky

This netwerk requires a key for the folewng:
Metwork Authentication: WPA2-PSK

Dats encryption: AES

Key mdex (advanced):
Hetwork key:

Confem network kay:

oK | Cancel

]

rThssa muleru(o::mal\’ad hoc) network; wirelss

Priviion Hode @
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3. Hawking Wireless Utility

3.1 Utility Overview

NOTE: The HWDN2 Wireless Utility works best with Windows XP and 2000. For Windows 7 and
Windows Vista, it is recommended to use the default Windows Zero Configuration Wireless Utility.

There are several parts to the utility screen. Please refer to the following table for the description.

A

[l .4 Hawking Hi-Gain WSE Wireless-N Dich Adapter
[ Rereshi®) Modet) Viewt) About) |

General | Profile | Avaiable Network | Status | Statistics | Wi-Fi Protect Setup |

Status: Associated

Speed: 54 Mbps

Type: Infrastructure
Encryption: Mone

SSID: HawkingTechOl

Signal Strength:

Link Quality:
Network Address:
MAC Address: 00:1F:1F:1F:7E:1E
IP Address: 192.168.2.84

Subnet Mask: 255.255.255.0
Gateway: 192.168.2.254

Relew IP

1|

-
|| Disable Adapter
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PARAMETER

DESCRIPTION

Refresh - Refresh the list of adapters on your computer; “B“ block

Mode - There are two modes: Station and Access Point. If “Station" is selected,
the adapter works as a standard wireless adapter. If “Access Point" is selected,
the adapter will works as a wireless AP.

View — Allows for viewing of specific items with your adapter such as the
current status.

About - To check the version of the software utility, select this item.

This is a list for you to configure several adapters in your PC from the utility.

Show Tray Icon — To show the icon in the system tray, select the item.
Disable Adapter — This function is for you to disable or enable the adapter.
Windows Zero Config — To configure the adapter from Windows XP Zero
Configuration, check the item. (Recommended for Vista and Windows 7)
Radio Off — This function is for you to turn off or turn on the radio in the
adapter. If the radio is turned off, the adapter will not work.

Status bar that displays the current status of the utility. To close it, please
disable the “Status Bar" in the “View" item.

Utility and Configuration tabs for the HWDN2 Adapters: General, Profiles,
Available Network, Status, Statistics, and Wi-Fi Protected Setup. The
following section will go over each tab in details

3.2 Available Network Tab

When you open the Configuration Utility, the utility will do an initial scan of all the networks within your
vicinity and automatically connect to the wireless network with the highest signal strength. From the
“Available Network” tab, all the networks nearby will be listed. Here you can change the network that
you are connected to.

Refresh(R) Mode(M) View(V) About(4)

= MyComputer | General | Profie | Available Network | Status | Statistics | Wi-F Pratect Setup |
Lo Hawking HWDNZ Hi- |
Available Network(s)
SSID Channel Encryption Network Authentication Signal
1" HawkTechG 2 WEP Unknown 80%
PYWLAN 3 TKIP WPA Pre-Shared Key 63%
@HawklngTEchUl 6 Mone Unknown 84%
Iy 10 WEP Unknown 57%
1 HawkTech 10 TKIP WPA Pre-Shared Key 80%
1 HawkTechc 11 TKIP WPA Pre-Shared Key 48%
‘« b
Refresh ‘ | Add to Profile
Note
Double dick on item to join/create profile.
T b
/] Show Tray Icon Disable Adapter
Radio Off
Ready NUM
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Parameter

Description

Available Network(s)

Refresh

Add to Profile

This list shows all information of the available wireless networks
within the range of your adapter. The information includes SSID,
Channel, Encryption, Network Authentication, Signal and etc. If
you want to connect to any network on the list, double-click the
selected network.

Click “Refresh” to update the available networks list. It is
recommended that refresh the list while you have changed the
connection network.

A profile stores the setting of a network, so that you can connect
to the network quickly. To add the selected network to a profile,
click this button.

3.3 General Tab

To check the connection status of the adapter, select “General”. This screen shows the information of
Link Speed, Network Type, Encryption Method, SSID, Signal Strength, Link Quality and Network

Address of the adapter.

[¥] Show Tray Icon
[T Radio off

Ready

General | Profile | Avaiable Networkc | Status | Statistics | WiFi Protect Setup |
1

Status: Associated

Speed: 54 Mbps

Type: Infrastructure
Encryption: None

§SID: HawkingTech01

SonalStencth: | | 2
Link Quaiy: | 100°%

Network Address:
MAC Address: 00:1F:1F:1F:7E:1E
P Address: 192.168.2.84
Subnet Mask: 255.255.255.0
Gateway: 192.168.2.254

Rellew IP

P 0
[] Disable Adapter

Parameter Description
Status Shows the connection status of the adapter.
Speed Shows the current speed

Infrastructure — This operation mode requires the presence of an
802.11 Access Point. All communication is done via the Access Point or
Router.

IBSS — Select this mode if you want to connect to other wireless stations
in the Wireless LAN network without through an Access Point or Router.

IBSS — Select this mode if you want to connect to other wireless stations
in the Wireless LAN network without through an Access Point or Router.
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Encryption It displays the encryption setting of the current connection including
None, WEP, TKIP or AES.

SSID The SSID (up to 32 printable ASCII characters) is the unique name
identified in a WLAN. The ID prevents the unintentional merging of two
co-located WLANS.

Signal Strength Indicates the wireless signal strength
Link Quality Indicates the wireless link quality
Network Address It shows the MAC, IP address and other information of the adapter.

3.4 Profile Tab

The “Profiles List” lets you manage the networks you connect to frequently. You are able to
add/Remove/Edit/Duplicate/Set Default to manage a profile.

el Hawking Hi-Gain USE Wireless-N Dish Adapter.
Refresh(R) Mode(M) View(V) About(4)

£ MyComputer General | Profie | Available Netwark | Status | Statistics | WirFi Protect Setup |
<& Hawking HWDN 2 Hi-

Available Profile(s)

Profile Name SsID Add

Remove
Duplicate
Set Default

«

n
[¥] Show Tray Icon [] Disable Adapter

[ Radio Off

Ready NUM

Parameter Description
Available This list shows the preferred networks for the wireless
Profile(s) connection. You can add, remove, edit, duplicate the preferred

networks or set one of the networks as the default connection.

Add/ Remove/ Click these buttons to add/ delete/ edit the selected profiles.
Edit Button
Duplicate If you like to build up the new profile with the same settings as

the current profile, then you can select this feature.

Set Default To designate a profile as the default network for the connection
from the available profiles list, click the button.
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Configure a Network Profile

Wireless Network Properties:

Profile Name: | test
Metwork Name(SSID):
Dé‘l’his is & cornputer-to-computer (ad hoc) network; wirgless | B2, 1x configure
arcess points are not used, EAR TYPE !
Channel:
wirelass network security Turnel :
This network requires a key for the folowing:
Network Authentication:éOpen System v| Username ;
DCata encrypticln:EWEp v
Clascn [CIPASSPHRASE e ATy,
o Passward |
key index {advanced): 1 | T
Metwork keay: T
Certificate :
Confirmn network key:
Parameter Description
i Define a recognizable profile name for you to identify the
Profile Name

different networks you are saving

Network Name
(SSID)

The SSID (up to 32 printable ASCII characters) is the unique
name for the wireless network you are saving. The ID prevents
the unintentional merging of two co-located wireless networks.

You may specify a SSID for the adapter and then only the
device with the same SSID can interconnect to the adapter.
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Thisis a

computer-to-
computer (ad
hoc) network;
wireless

access points
are not used.

There are two kinds of network type described as follows.

Infrastructure — This operation mode requires the presence of
an 802.11 Access Point. All communication is done via the
Access Point or Router.

Ad Hoc — Connect directly to another wireless adapter in the
Wireless LAN network without going through a router or access
point.

If this item is selected, the adapter will work in Ad Hoc mode.

Channel

This setting is only available for Ad Hoc mode. Select the
number of the radio channel used for the ad hoc connection.
The channel setting should be the same with the computer your
are connecting with.

Network
Authentication

This setting has to be consistent with the wireless networks that
the adapter intends to connect to.

Open System — No authentication is needed among the wireless
network.

Shared Key — Only wireless stations using a shared key (WEP
Key identified) are allowed to connect with each other.

WPA-PSK - Designed for home and small business users who
do not have access to network authentication servers. In this
mode, known as Pre-Shared Key, the user manually enters the
starting password in their access point or gateway, as well as in
each wireless station in the network. WPA-PSK takes over
automatically from that point, keeping unauthorized users that
don’t have the matching password from joining the network,
while encrypting the data traveling between authorized devices.

WPA2-PSK — WPA2-PSK is also for home and small business.
The difference between WPA-PSK and WPA2-PSK is that
WPA2-PSK provides data encryption via the AES. In contrast,
WPA-PSK uses Temporal Key Integrity Protocol (TKIP) which is
not fully certified. AES is recommended.
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WPA 802.1X — WPA provides a scheme of mutual
authentication using either IEEE 802.1x/Extensible
Authentication Protocol (EAP) authentication or pre-shared key
(PSK) technology. It provides a high level of assurance to
enterprises, small businesses and home users that data will
remain protected and that only authorized users may access
their networks. For enterprises that have already deployed IEEE
802.1x authentication, WPA offers the advantage of leveraging
existing authentication databases and infrastructure.

WPA2 802.1X — Like WPA, WPA2 supports IEEE 802.1 x/EAP
authentications or PSK technology. It also includes a new
advanced encryption mechanism using the Advanced
Encryption Standard (AES). AES is required to the corporate
user or government users. The difference between WPA and
WPA2 is that

WPAZ2 provides data encryption via the AES. In contrast, WPA
uses Temporal Key Integrity Protocol (TKIP).

WEP 802.1X — It's a special mode for using IEEE 802.1x/EAP
technology for authentication and WEP keys for data encryption.

Data
Encryption

Disabled — Disable the WEP Data Encryption.

WEP - Enable the WEP Data Encryption. When the item is
selected, you have to continue setting the WEP Encryption
keys.

TKIP — TKIP (Temporal Key Integrity Protocol) changes the
temporal key every 10,000 packets (a packet is a kind of
message transmitted over a network.) This insures much
greater security than the standard WEP security. (Note: This
mode is not certified. Performance may vary under this setting.)

AES — AES has been developed to ensure the highest degree
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of security and authenticity for digital information and it is the
most advanced solution defined by IEEE 802.11i for the security
in the wireless network.

Note: All devices in the network should use the same encryption
method to ensure the communication.

ASCII

WEP Key can be ASCII format. Alphanumeric values or signs
are allowed to be the WEP key. It is more recognizable for user.

PASSPHRASE

Itis a text string with a maximum of 32 alphanumeric
characters, for example: “Test". The WEP Key is based upon
the Passphrase determined by you. This passphrase may not
work with other vendors’ products due to possible incompatibility
with other vendors’ passphrase generators. You must use the
same passphrase or WEP key settings for all wireless
computers within the network.

Key Length

When you select the “WEP and “PASSPHRASE" and this
function will display in the current status of the utility.

The keys are used to encrypt data transmitted in the wireless
network. Fill the text box by following the rules below.

64-bit — Input 10-digit Hex values as the encryption keys. For
example: “0123456aef".

128-bit — Input 26-digit Hex values as the encryption keys. For
example: “01234567890123456789%abcdef".

Key Index
(advanced)

Select one of the four keys to be the data encryption key.

Network Key

Please enter network security key here to make sure the
password is correct.

Confirm
Network Key

Please enter network security key here again.

EAP Type

GTC — GTC is an authentication protocol which allows the
exchange of clear text authentication credentials across the
network.

TLS — TLS is the most secure of the EAP protocols but not easy
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to use. It requires that digital certificates be exchanged in the
authentication phase. The server presents a certificate to the
client. After validating the server’s certificate, the client presents
a client certificate to the server for validation.

LEAP — LEAP is a pre-EAP, Cisco-proprietary protocol, with
many of the features of EAP protocols. Cisco controls the ability
of other vendors to implement this protocol, so it should be
selected for use only when limited vendor choice for client,
access-point, and server products is not a concern. When you
have set up LEAP authentication, you have to enter the user
name and password of your computer.

PEAP & TTLS — PEAP and TTLS are similar and easier than
TLS in that they specify a stand-alone authentication protocol be
used within an encrypted tunnel. TTLS supports any protocol
within its tunnel, including CHAP, MSCHAP, MSCHAPV2 and
PAP. PEAP specifies that an EAP-compliant authentication
protocol must be used; this adaptor supports MD5, TLS, GTC
(Generic Token Card) and MSCHAPV2. The client certificate is
optional required for the authentication.

Tunnel Includes MD5, GTC, TLS, MSCHAP-v2.

Username The certificate username in the RADIUS server.
Identity User’s identity in the RADIUS server.

Password User’s password in the RADIUS server.

Certificate Select the certificate for RADIUS server authentication

Status

This screen provides information regarding Hawking Technologies, the driver version, settings of the
wireless network the adapter is connected to, the link time and link status.
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| Dish Adapter

Refresh(R) Mode(M)  View(V)

About(4)

= %4 MyComputer
2 Hawking HWDN2 Hi-

| General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |

Manufacturer

NDIS Driver Version
Short Radio Header
Encryption
Authenticate
Channel Set

MAC Address

Data Rate (AUTO)
Channel (Frequency)

Status

551D

Network Type
Power Save Mode
Associated AP MAC
Up Time (hh:mm:ss)

] I

Hawking
6.1066.327.2009
Yes

Disabled

Open System
ETSI
00:1FR:1R1R7E:LE
11 Mbps

6 (2437 MHz)

Associated
HawkingTech01
Infrastructure
None
00:11:A3:08:08:07
0:00:15

| Show Tray Icon
Radio Off

Disable Adapter

Ready

3.5 Statistics

You can get real time information
about packet transmissions and

receiving statuses during wireless

communications. If you want to

recount the statistics value, please

click “Reset".

i-Gain USE Wire!
Refresh(R) Mode(M) View(V) About(A)

-1 MyComputer

<& Hawking HWDN2 Hi-G

« i
Show Tray Icon
[ Radio off

General | Profile | Avaiiable Network | Status | Statistics | WiFi Protect Setup |

Counter Name
Tx OK

Tx Error

Rx OK

Rx Packet Count
Rx Retry

Rt ICV Error

[] Disable Adapter

Ready
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3.6  Wi-Fi Protected Setup (WPS)

Wi-Fi Protected Setup (WPS) is the latest

| RefresniR)  Morde(M) View(V) About(4)

wireless network technology which makes = S i sy | e et bt | S | ] 171 Pt S
. . Wi-Fi Protected Setup (WPS)
wireless network setup very simple. If you i wasy ond wocioe etup solitlon for WIF netwsrk
¥ e PO s eriter the PIN code into your
have a WPS-enabled wireless access point, " PG the PI buttan.Plise enterthe P code Bty
. PIN Code : 25798530
and you want to establish a secure P g Config (P70
connection to it, you don't have to configure push Buston

After pushing the PBC button.Please push the physical button on
ot A wual button on the WPS config page.

the wireless access point and setup data
encryption by yourself. All you have to do is to
go to the WPS setup page of this wireless
card, click the WPS button, and then press a
WPS button or enter a set of 8-digit code on
the wireless access point you wish to
establish a secure connection.

Push Button Config (PBC)

4| Show Tray leon Disable Adapter
Radio Off

Feady

3.6.1 Pin Input Config (PIN)

1. The PIN code of your wireless network card is an eight-digit number located at the upper-
right position of configuration utility. Remember it, and input the number to your wireless
access point as the WPS PIN code (Please refer to the user manual of your wireless
access point for instructions about how to do this)

Wi-Fi Protected Setup (WPS) X

2. Click ‘Pin Input Config (PIN)’ button now, and

the foIIowmg. m?ssage will appear on your ? Do yiou wank ko select a specific AP 7
computer, click ‘Yes’ to select a specific -

wireless access point or click ‘No’ to start PIN
method of WPS . [

Wi-Fi Protected Setup - Select AP

3. Ifyou click ‘Yes’, and the following
message will appear on your compulter, o G
please select the SSID of wireless ) OCEOE 2E T4 B AT
access point that you wish to connect WPStfed737es2 00:1F:1F: 1R 7EE2
and click ‘Select’.
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4. Please wait while the install procedure is running and wait for few seconds to two minutes.

If a wireless access point with correct PIN code is found, you'll be connected to that

access point.

Wi-Fi Protected Setup - PIM method

Wi-Fi Protected Setup - PIN method

Please enter the folowing PIM code into your &P,

PIN Code : 98753420
Status ¢ Initial WPS ...

I------

Canicel

3.6.2 Push Button Config (PBC)

a. Start PBC pairing procedure at access point side (please refer to the instruction given by your
access point’s manufacturer), then click ‘PBC’ button in wireless configuration utility to start to
establish wireless connection by WPS. Please be patient (This may require several seconds

to one minute to complete).

Wi-Fi Protected Setup - PBC method

Wi-Fi Protected Setup - PBC method

while push the button again.

Status ; Initial WPS ...

If thete is rmore then one AP on the PBEC mode, there will be
[Session Cverlap] Please using PIN method or wait for a

Complete : [Wh

Puzh Button Config (PEC)

Cancel |
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2. When the connection between this wireless network card and access point is
successfully established by WPS, and the information about access point you connected

to will be displayed.

el Hawking Hi-Gain USB Wireless-N Dish Adapter
Refresh(R) Mode(M) View(V) About(A)

=- % MyComputer
o] Hawrking HWD N2 Hi-Gain

General | Profile | Avaiable Network | Status | Statistics | WiFi Protect Setup |

Status: Associated

Speed: 54 Mbps

Type: Infrastructure
Encryption: None

SSID: HawkingTech01

ot

Network Address:
MAC Address:
1P Address:
Subnet Mask:
Gateway:

00:1F:1F1F7E1E
192.168.2.84
255.255.255.0
192.168.2.254

ReNew IP

< m
Show Tray Icon
[ Radio Off

«

[] Disable Adapter

Ready

3.7 NETWORK SECURITY (WEP, WPA...)

If your AP/Router has a networking security key, you must enter the same security key and setting. If
you do not have the Network Encryption key, please request it from the Network Administrator or the

person who set up your wireless network.

After you obtained the network security information, open up Hawking Wireless Utility. Continue
below to set up your Network Security Code.

3.7.1 WEP Setup

If the SSID or Access
Point you wish to connect
has WEP authentication,
select the SSID and click
on Connect.

ol Hawking Hi-Gain USB Wireless-N Dish Adapter

Refresh(R)  Mode(M) View(V)

About(4)

= MyComputer
<2 Hawking HWON 2 Hi-t

General | Profile | Available Network | Status | Statistics | WiFi Protect Setup |

Available Network(s)

SSID Channel| Encryption  Network Authentication
' HawkTechG 2| wep Unknown

Phwian 3| TP WPA Pre-Shared Key
@Hawklng‘re(hﬂl 6| Mone Unknown

IS 10| WEP Unknown

1 HawkTech 10) TKIP WPA Pre-Shared Key
1 HawkTechc 11 TKIP WPA Pre-Shared Key

00

e

Signal
80%
63%
84%
57%
80%
48%

Refresh I [ Add to Profie

Note

Double click on item to join/create profile.

« n v
Show Tray Icon [] Disable Adapter
[ Radio Off

[ ready R
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Make sure the 1. Network

Authentication and 2. Data encryption

matches your selected Network.
Finally, enter the 3. Network Key.

WEP Setup Instructions:

Wireless Network Properties:

e Confirm network key:

This iz a o

Profile Name: |HawkTechc
Metwork Mame(SSID): | HawkTedhc

Channel:

11 (2462MHz

Wireless network security

This network requires a key for the following:
Metwork Authentication: | WPA-PSK -

. Open System
ata encryption: Shared Ke
ASC HRASE WPAZ-PSK

WPA 802, 1X
WPAZ 802, 1%
WEP 302, 1x

Key index (advanced): | 1
Metwork key:

Windows Vista/7
Wireless Network Properties: gl
profile Name: | HawkTech 802.1x configure
Network Name(55ID): EAP TYPE :
Tunnel : Privision Mode :
This is a computer-ta-computer(ad hoc) network; wireless
access points are not used.
Channel:
Username :
Wireless network security
This ni quires a key for the following: Identity :
etwork Authentication:| WPAZPSK . [
ita encryption:| AES | i
Password :
Key index (advanced): Certificate :
Network key:
PAC:
Confirm network key:
[ 0K Cancel
Windows XP/2000

(All settings should correspond with settings of the wireless AP that you are connecting to.)

a. Network Authentication field: indicates the authentication type of the AP/Router. Please

confirm the setting of the AP/Router.

e Open: WEP open system is based on request and grant. It is essentially no

authentication.

e Shared: WEP shared key is based on request, challenge, challenge response,

grant/deny.

b. Data Encryption field: Select WEP
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c. Enter in AP encryption keys (64/128bits) in the box Keyl~Key4. Please accept the auto
selected setting of [Hex]/ [ASCII].

d. Select the current AP encryption keys from Keyl~Key4.

e. Press [OK] to finish setting.

3.7.2 WPA Setup
WPA encryption type can be divided into WPA-PSK, WPA2-PSK, WPA (also known as
WPA-EAP), and WPA2 (also known as WPA2-EAP). All settings should correspond
with the wireless AP that you wish to connect to.

Setting the Authentication and Security Page:
a. Network Authentication: Select WPA-PSK or WPA2-PSK (note: your AP must
support this function).
b. Data Encryption: Select TKIP* or AES in the drop down menu.(Must Correspond to
the Value on your AP)
c. Enter the WAP Preshared Key and click OK.

WPA and WPA2

1. If you wish to connect to an AP with WPA or WPAZ2 authentication, select the AP or
SSID and select Connect. (For example the N Router is being selected, the security

settings must correspond to Wireless Access Point)

2. Setting the Authentication and Security Page:
a. Network Authentication: select WPA or WPA2-PSK (AP must support the
function).
b. Data Encryption: select TKIP* or AES (Same as AP)
c. If the AP/router has 802.1x setting function, click it for advanced settings. Please
consult your network administrator for details or check the user manual of the

Wireless Access Point. (See the Screen shot on the next page)

Click OK to finish setting.

1 TKIP Encryption: This mode is not certified. Performance may vary under this setting.
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4. Uninstalling Hawking Utility/Driver

Select Uninstall option from the start menu.

. Hawking HWDN2 Hi-Gain Wireless-MN U
r B Uninstall | I
J SmartFTP Client
J Startup

. Tunelp Utilities 2009 -

4 Back

Start Search

—
:: B @~ "96mal-.

Select "Yes" to remove all its features.

r e —
Hawking HWDNZ Hi-Gain Wireless-N USE Dish Adaeter Driver and Utility ﬁ

./.._.-\.

{ 1 Do you want to completely remove the selected application and all of

'Y its features?

Removing the utility is in progress.

@ Haow removing Hawking HWDMNZ Hi-Gain Wirelesz-N USE Digh Adapter Driver

HWDN2 Driver and Utility has finished uninstalling. Select Finish.

Hawking HWDNZ Hi-Gain Wireless-M USB Dish Adapter Driver and Utility

Uninstall Complete

InstallShield ‘wizard has finished uninstalling Hawking HWDNZ
Hi-Gain Wirgless-M USE Dish Adapter Driver and tility,

< Back Cancel
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lll. FOR MAC USERS

1. Installation for Mac OSX 10.4 or later

IMPORTANT:

software program from the CD.

the ones in this manual)

older version first.

e Please do not install the wireless adapter into your Mac desktop or notebook before installing the

e The following installation was operated under Apple OSX 10.5 Leopard. (Installation Procedures
are similar in other OS. However, the installation images and screens may not look the same as

e If you have previously installed other Wireless Adapter Drivers & Utilities, please uninstall the

1. Power on your Computer and insert the

Setup CD into your CD-ROM Drive. Afolder

should automatically open. If there is no
folder opening up automatically, click on the
CD icon on your desktop to manually open
the folder.
a. Double click the icon in the folder
that is titled “CLICK HERE TO
START”

Yala)  HWDNZ Setup CO.
” 11 items, Zerd KB availad e

Autorun exe autarun.int CLICK HERE TO START

Documents Diriver_PC html

HWONZ Setup CO.edr 1SC9680

Soiftwars_MAL

2. Please select a Mac OS Setup according to the system you are operating:

FOR MAC USERS

&
alsierit g R S R

Hi-Gain Wireless-N USB Dish Adapter

Note: If you are uncertain about which
version of the Mac OS X your are using,
click on the Apple icon located on the left
corner of the menu bar and select
“About This Mac.” The version number
should appear in a pop up window.

2

A S eua i e )

HWON2

Tiger: Mac 10.4 ~10.4.9
Leopard: Mac 10.5 ~10.5.x

g
m
b

Mac 05 X Software...

0.
System Preferences 0 Mac 05 X 10.3

e ; 2.
Recent Items P I I
Force Quit Finder TR
Sleep

Restart.
Shut Down

Log Out Jason-P8...  +%Q
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3. Welcome to the Hawking HWDN2 Hi-Gain
Adapter Driver Installer. Select “Continue”.

4. Read the Important information in the following

screen, then “Continue”.

5. Software License Agreement: select “Continue”.

6. Click Agree to continue.

@ Install Hawking HWDN2 Hi-Gain Wireless-N USB Dish Adapter

© Introduction

16n Type

Welcome to the Hawking HWDN2 Hi-Gain Wireless-N USB Dish Adapter
Installer

Welcome to the Hawking HWDN2 Hi-Gain Wireless-N
USB Dish Adapter Driver Installation.

Please review the Quick Installation Guide before
proceeding. Do not insert the HWDN2 Wireless USB
adapter into your computer before installing the
driver. Be sure to save all your work before
continuing. Your computer will automatically restart
after the driver installation.

Continue )

866 w

© Introduction '

© Read Me

nstall Hawking HWDN2 Hi-Gain Wireless-N USB Dish Adapter

Important Information

This is the Mac OS X driver for Hawking HWDN2 Hi-
Gain Wireless-N USB Dish Adapter. If you already have
an older version of Wireless software, please uninstall
it first before installing this version. Otherwise,this
. software might not work properly. To uninstall the
| previous version,please click on the
' "uninstall.command" icon from the driver.

Note:Your computer will automatically restart after the
HWDN2 driver installation. Please save all your work
and close all other applications before continuing.

After your computer restarts. please follow the
instructions on your Quick installation Guide to
configure your wireless network.

(Printe. ) ( Savei. ) ( GoBack ) ( Continue )
866 w Install Hawking HWDN2 Hi-Gain Wireless-N USB Dish Adapter
Software License Agreement
“English B

© Introduction —_——— T
© Read Me i (c) 2009 Hawking Technologies,INC. All rights reserved.
© License

( Print.—) (Saves: ) (_ GoBack ) ( Continue )

-

8ens w Install Hawking HWDN2 Hi-Cain Wireless-N USB Dish Adapter
To continue installing the software, you must agree to the terms of
the software license agreement. | —
@ Inty ]
© Re: Click Agree to continue or click Disagree to cancel the installation.
8 Lic
| Disagree y 4R . Agree )
e
|
{  Print... ) [ Save... ) (_ GoBack ) ( Continue )
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7. Select a destination and “Continue”.

8. The driver will take 2.5MB of space on your

computer. Click “Install” to continue.

9. If your computer is password protected, please

enter your password to continue.

10. Again, make sure you save all your work, then

select “Continue Installation”.

888 & Install Hawking HWDN2 Hi-Gain Wireless-N USB Dish Adapter

Select a Destination

:Se!e(t a destination volume to install the Hawking HWDN2
Hi-Gain Wireless-N USB Dish Adapter software.

© Read Me % | e

/= i‘\

| \
| (s
|

@ Introduction |

© License

- =0
Macintosh HD HWDN2_..._UI_1.6.5
11GB (17.9GB Free) 10.0MB {468KB Free)

© Select Destination

| Installing this software requires 984KB of space.

‘ou have chosen to install this software on the volume "Macintosh
| HD."

CoBack ) ( Continue |

800 « Install Hawking HWDN2 Hi-Gain Wireless-N USB Dish Adapter

Standard Install on "Macintosh HD”

© Introduction

© Read Me This will take 2.5 MB of space on your computer.

O License Click Install to perform a standard installation of

© Destination Salgct this software for all users of this computer.

© Installation Type

nstallation
M SuRmary
_ CoBack | [ Install
4
800 « Install Hawking HWDN2 Hi-Gain Wireless-N USB Dish Adapter
© Introduction Installer requires that you type your
d 4 & password.
O Read Me &
e
© License ) —
© Destination Select Name: Admin
© Installation Type e |
nstallation
. .ur » Details
M Sumimary
' 7 Cancel oK
ST
Go Back nsta
2
[ XaXs) '« Install Hawking HWDN2 Hi-Cain Wireless—N USB Dish Adapter
. = Installing this software requires you to
l L restart your computer when the
@ Introduct " L installation is done. Are you sure you want
LDk WS to install the software now?
© Read Me 'fh
0 License |
(__ Cancel ) ( Continue | lation )
© Select De
O Installation ﬂ’pe
nsta
Finish Up
(_ GoBack ) ( Upgrade )
)
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11. Please wait while your wizard is installing the
HWDNZ2 Driver.

12. Finally, select “Restart”.

-

© Intreduction \
© Read Me “\

© License \
© Select Destination

© Installation Type
@ Install

Finish Up

/o8 « Install Hawking HWDN2 Hi-Gain Wireless-N USB Dish Adapter

Installing Hawking HWDN2 Hi-Gain Wireless-N USB Dish Adapter

Installing HWDN2

Writing files

Continue

{6 [&] 6 & Install Hawking HWDN2 Hi-Gain Wireless-N USB Dish Adapter

© Introduction ‘\\

© Read Me \\
6 License \
© Select Destination
© Installation Type
© Install

& Finish Up

Click Restart to finish installing the software.

A

2. Connecting To Your Wireless Network (Mac 10.5 or later)

1. When your computer has successfully restarted. Insert the HWDN2 Hi-Gain Wireless-N USB
Dish Adapter into an available USB port on your desktop or notebook computer.

e Insert the USB dish adapter firmly into the USB port to ensure a proper connection is made.

e When the adapter is inserted carefully lift the antenna unit upright.

NOTE: If your computer or laptop already has
a built-in Airport Card, please turn it off by
going to the Wireless Icon on the top right
corner or your screen and select “TURN OFF
AIRPORT.”

Turn AirPort Off

v marve
Realtel
Other...

Create Network...

Use Interference Robustness

Open Internet Connect....
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If this is your first time using the Wireless-N USB Dish Adapter on your computer, you will need to

enable the HWDNZ2 in your Network Preference.

2. After plugging in the Adapter, the Hawking HWDN2 Wireless Utility will automatically pop up. You

will be asked to enable your WLAN card. When a NOTICE comes up, select “OK”. Then, select

“Network Preferences.”

Se|
Conn

Network

Ch;

Signal St

3. Enabling the USB Adapter in your Network

Preferences by selecting “Ethernet Adapter (....

NOTICE

Please enable the WLAN card in the Network item of

System Preferences.

A new network interface has been detected.

The 'Ethernet Adaptor (enl5)" network interface has
not been set up. To set up this interface, open Netwark
Preferances.

Cancel ) Network Preferences...

then click “Apply.”

fer

W)

Please note the “Ethernet Adapter
(en15)"network interface. You will need to enable
this in the Network Preferences. Note: the screen
above shows “Ethernet Adapter (en15)” network
interface, however it may be vary slightly on your

computer.
an Network
L2 ][ showan a,
| Location: | Autamatic )
® Ether...r (end)
Nat ¥ Status: Unknown State
)” = A The: $tatus of your retwork connection
y @ .Ltl'.mr...' {enG) 2 5 cannet be deeermined.
@ USBE t(en?) oo Configure: | Using DHCP ]
|
@ USBE t{enB) o0 My 1P Address:
Subnet Mask:
@ USBE..tlenS) o s
Na ¥ : Router:
@ USB E..{enl0) o o |1} DNS Server:
i | L
o UsBE..fen1l) oy, |l el
g e
. — ( Advanced... ) (2)
I Click the lock to prevent further changes. (“hssistme.. ) ( Revert | ( Apply

SIDE NOTE: Configure IP Manually vs. Automatic (DHCP)

If you plan on using a “Static” (Manually entered) IP address for your computer you may do so here by
double clicking the “USB Wireless Adapter” selection and selecting TCP/IP.

If you are using an automatically assigned IP address (MOST NETWORKS) you do not have to worry
about this. Simply close the window to proceed.

HOW TO CHANGE YOUR IP ADDRESS TO STATIC MODE
(Change from DHCP to Manual Configuration)

- If your wireless network uses a static IP address or requires manual configuration you may do so by
highlighting the USB wireless adapter (Shown above).

- Select “Configure” to enter the configuration menu for the wireless adapter.

- Select the Tab that is named TCP/IP

- Select the menu button for “Configure IPv4” and choose the appropriate selection

- You can manually configure your IP Address, DNS Servers and other information here.

- Please contact a network administrator if you are uncertain of the settings that are required to connect to
your network.

- When you have finished select APPLY NOW to continue.
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4. From Hawking HWDN2 Wireless Utility,
select “Available Network” tab. Then select

your desired Wireless Network (SSID).

5. If your selected network has encryption,
please enter the network key and confirm it.
If the selected network has encryption,

please enter the password and confirm it.

AN Hawking HWDNZ Wireless Utility

Link Status  Profiles  Available Network © Information

Aasociated 351D Channel | Netwark Type Ererpption msin
wiaN 3 Infrastructune WPA - PSK TP DOZ0a65Da0rS
HawhTeche 11 Infrastructune WPRA-PIK THIP OO0 IL0T 08
Hawk Toch 10 Infrastruciune WIA-PEK TKIE 000 Kbl 3
10 Infrastructre WP 4201770556
Refrach ) [ Conmect ) [ Addrto Profile

| Hawking HWDNZ Wireless Network Security Properties |

Profile Name

551D

Channel :
Wirehess Network Secunity Properties

This network requires a key for the following :
Network Authentication : | WRA_PSK e
Data Encryption : | TKIP Z|

Network key -
Confirm network key :

Key index (advanced) : |

Please enter Kay strings before clicking on OK to connect
CYE ‘Hawiing HWDNZ Wareless, Utility
6. Congratulations! the asterisk sign (*) next to the Lok Status | profies T AVBBENEWORLT information
selected network indicates that your are connected. s S B Eoman AR Manean
. T AR e TR e
‘ Refresh Connect Add to Profile

3. Connecting To Your Wireless Network (Mac 10.4~10.4.9)

1. When your computer has successfully restarted. Insert the HWDN2 Hi-Gain Wireless-N USB
Dish Adapter into an available USB port on your desktop or notebook computer.

e Insert the USB dish adapter firmly into the USB port to ensure a proper connection is made.

e When the adapter is inserted carefully lift the antenna unit upright.
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NOTE: If your computer or laptop already has a built-in Airport

@ 3 EBJ4) Thu12:39PM (%1 (Charged)

Card, please turn it off by going to the Wireless Icon on the top A T —
Turn AirPort Off
e —
v marvel

right corner or your screen and select “TURN OFF AIRPORT.” If
this is your first time using the Wireless-N USB Dish Adapter on S

your computer, you will need to enable the HWDN?2 in your St

Use Interference Robustness

Network Preference. Open Internet Connect...

Please enable the WLAN card in the Network item of
System Prefarences.

2. After plugging in the Adapter, the Hawking HWDN2 Wireless @ noTice
Utility will automatically pop up. You will be asked to enable & @
your WLAN card. When a NOTICE comes up, select “OK”. i

Finder File Edit View Gc

About This Mac
Software Update...

3. System Preferences and Network Settings: Mac 05 X Software. .
a) Click the APPLE icon on the top left corner of your desktop S =

Location >

and open the SYSTEM PREFERENCES menu. Recent ftems S

Force Quit Finder 4G 3®Y

Sleep
Restart...
Shut Down...

Log Out Jason-PB... {3#Q

860 System Preferences =)
b) If this is your first time using the Wireless- w = H 3 e
Show All Displays Sound Startup Disk Network
150N USB Dish Adapter on your computer, fenen
you will need to enable the device before (Ees e e
. . . Hardware
using the Wireless Utility. In the System 0 & W 9 ¢ = 4
. Bluetooth CDs&DVDs  Displays Energy Keyboard &  Print & Fax Sound
Preferences page, locate the NETWORK icon SIS
Internet N
and double click it to access the control panel. @ (&
Mac Sharing
System
2 2 o & & 8 @
Accounts Classic Date & Time Svﬂwmrt Speech Startup Disk U["V':Hi'

4. The new USB wireless adapter will automatically be
detected. Click “OK” to continue.

New Port Detected

A mew network port has been detected
Etharmit Aduptor ienl)

Plaase werify that i I configured correctly, then

press Apphy Now 1o sctvate A
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|86 Network
Shaw All q

5. Click “APPLY NOW” to confirm the selection. - Cocetton: [Fommmamic -

Show: | Network Status 1

- If you are using an automatically assigned IP |

address (MOST NETWORKS) you do not e
@ AlrPon AirPort s currently ot

have to worry about this. Simply close the

@  Internal Modem Inbareal Madam 4 not 1t up.

window to proceed.

- If you plan on using a “Static” (Manually
entered) IP address for your computer you

may do so here by double clicking the “USB

I8 Crick the lock 1 prevent further changes. Assist me

Wireless Adapter” selection and selecting
TCP/IP.

SIDE NOTE: Configure IP Manually vs. Automatic (DHCP)

e If you plan on using a “Static” (Manually entered) IP address for your computer you may do so here by
double clicking the “USB Wireless Adapter” selection and selecting TCP/IP.

e If you are using an automatically assigned IP address (MOST NETWORKS) you do not have to worry
about this. Simply close the window to proceed.

HOW TO CHANGE YOUR IP ADDRESS TO STATIC MODE
(Change from DHCP to Manual Configuration)

- If your wireless network uses a static IP address or requires manual configuration you may do so by
highlighting the USB wireless adapter (Shown above).

- Select “Configure” to enter the configuration menu for the wireless adapter.

- Select the Tab that is named TCP/IP

- Select the menu button for “Configure IPv4” and choose the appropriate selection

- You can manually configure your IP Address, DNS Servers and other information here.

- Please contact a network administrator if you are uncertain of the settings that are required to connect to
your network.

- When you have finished select APPLY NOW to continue.

an Hawking HWDNZ Wiceless Uity
. . oy ink Status ofiles e Networl nformation
7. From Hawking HWDN2 Wireless Utility, select e e R
“Available Network” tab. Then select your B S

H Infrastructure wIP 4263a770d556

desired Wireless Network (SSID).

Refrech ) Connact ~ Add to Profile
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Hawking HWONZ Wireless Network Security Properties |
Profile Name

581D

8. If your selected network has encryption, please .
enter the network key and confirm it. If the e Network SecurityPopert
. This netwark requires a key for the fallowing
selected network has encryption, please enter Network Authentication : (WPALPSK 18]
. . Data Encryption : | TKIP =]
the password and confirm it. :
Natwork key :
Confirm network key ©
Key index (advanced) :
[:73 ) ( Cancel
CXE) Hawking HWON2 Wireless Unility
Link Status  Profiles | Available Network | Infarmation
9. Congratulations! the asterisk sign (*) nexttothe | ™™ x: | B
selected network indicates that your are ¥

WRA-PSSTRIP  GOLTIFM7Ded

connected.

Aefresh Connect Add to Profile

— e — |

4. Hawking HWDN2 Wireless Utility

The Hawking HWDN2 Wireless Utility is an application that helps you configure the HWDNZ2A and monitor the
link status and statistics of your wireless connection.

Each time you insert the HWDN2 the Hawking Wireless Utility should automatically

load. In the case that it doesn’t you may manually load the Utility by using “FINDER”

to view your “APPLICATIONS” folder and selecting the Hawking Wireless Utility Icon
displayed on the left.
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4.1 Available Network

eer Hawking HWDN2 Wireless Utility
Link Status Profiles | Awvailable Network | Information
Associated 5510 Channel Nemwork Type Encryption BSSID

WLAN 3 Infrastructure WPA-PSK TKIP 0020a65banfs

HawkTeche § b Infrastructure WPA-PSK TKIP 000e3b0ffcas

10 Infrastructure WEP 42b3a7704d556

L HawkTech 10 Infrastructure WPA-PSK TKIP 000e3b0fcZ6e

SSA 1 Infrastructure WPA-PSK TKIP 00173f3f73e8
| [ Refresh ) ( Connect ) Add to Profile :
|
||

. —

m—— =

When you open the Wireless Utility, the system will scan all wireless channels to find all access
points/stations within the accessible range of your adapter and automatically connect to the wireless
device with the highest signal strength. When using the “Available Network” option, all nearby
networks will be listed. You can change your connection to another network or you may add one of
the networks to your own profile list.

Parameter Description

Available Network This list shows all available wireless networks within range of
your card. It also displays the information of the networks
including the SSID, BSSID, Channel, Encryption, Authentication
and Network Type. If you want to connect to any networks on the
list, double-click the item on the list, and the adapter will
automatically connect to the selected network. An asterisk sign (*)
in the Associated column shows that you are connected to the
corresponding network (SSID).

Refresh Button Click “Refresh” button to view all the wireless networks nearby.
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Connect Button

Add to Profile Button

Click “Connect” to connect to the selected network.

Add the selected network to Profiles list.

4.2 Profiles

The “Profiles List” is for you to manage the networks you connect to frequently. You are able to
Add/Delete/Edit/Activate a profile.

800 Hawking HWDN2 Wireless Utility
| Link Status | Profiles = Available Network  Information !
Default | Profile Name S5ID Network Type
* HawkTechc HawkTechc Infrastructure
"r_ Add \ ( Edit \' "r Remove \ ,r Duplicate \ ( Apply \'
Parameter Description
Profiles List The profiles list display all the profiles and the relative information

Add/ Edit/Remove/Duplicate
Button

Apply

including Profile Name, SSID, Channel, etc.

Click these buttons to Add/ Edit/Remove/Duplicate the selected
profiles.

Click “Apply” to connect to the selected profile.

4.2.1 Configure the Profile
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Profile Properties

Channel :

Profile Mame : HawkTechc

SSID : HawkTechc

"1 This is a computer-to-computer (AdHoc) netwark; woreless access points are not used.

Wireless Network Security Properties

This network requires a key for the following :

Network Authentication : | WPA_PSK 5
Data Encryption : | TKIP 5

Network key : |

Confirm network key :

Key index (advanced) :

"_ OK \ " Cancel \

Parameter

Description

Profile Name

Define a recognizable profile name for you to identify the different
networks

Network Name (SSID)

The SSID (up to 32 printable ASCII characters) is the unique name
identified in a WLAN. The ID prevents the unintentional merging of two
co-located WLANS.

You may specify a SSID for the adapter and then only the device with
the same SSID can interconnect to the adapter.

This is a computer-to-
computer (ad hoc)
network; wireless
access points are not
used.

There are two kinds of network type described as follows.
Infrastructure — This operation mode requires the presence of an
802.11 Access Point. All communication is done via the Access Point or
Router.

Ad Hoc — Connect to another wireless adapter in the Wireless LAN

network without through an Access Point or Router.
If this item is selected, the adapter will work in Ad Hoc mode.

Channel

This setting is only available for Ad Hoc mode. Select the number of the
radio channel used for the networking. The channel setting should be
the same with the network you are connecting to.

Network Authentication

This setting has to be consistent with the wireless networks that the
adapter intends to connect.

Open System — No authentication is needed among the wireless
network.

Shared Key — Only wireless stations using a shared key (WEP Key
identified) are allowed to connecting each other.

WPA-PSK — It is a special mode designed for home and small business
users who do not have access to network authentication servers. In this
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mode, known as Pre-Shared Key, the user manually enters the starting
password in their access point or gateway, as well as in each wireless
station in the network. WPA-PSK takes over automatically from that
point, keeping unauthorized users that don’t have the matching
password from joining the network, while encrypting the data traveling
between authorized devices.

WPA2-PSK — WPA2-PSK is also for home and small business. The
difference between WPA-PSK and WPA2-PSK is that WPA2-PSK
provides data encryption via the AES. In contrast, WPA-PSK uses
Temporal Key Integrity Protocol (TKIP).

WPA 802.1X — WPA provides a scheme of mutual authentication using
either IEEE 802.1x/Extensible Authentication Protocol (EAP)
authentication or pre-shared key (PSK) technology. It provides a high
level of assurance to enterprises, small businesses and home users that
data will remain protected and that only authorized users may access
their networks. For enterprises that have already deployed IEEE 802.1x
authentication, WPA offers the advantage of leveraging existing
authentication databases and infrastructure.

WPA2 802.1X — Like WPA, WPA2 supports IEEE 802.1 x/EAP
authentications or PSK technology. It also includes a new advanced
encryption mechanism using the Advanced Encryption Standard (AES).
AES is required to the corporate user or government users. The
difference between WPA and WPAZ2 is that

WPAZ2 provides data encryption via the AES. In contrast, WPA uses
Temporal Key Integrity Protocol (TKIP).

WEP 802.1X — It's a special mode for using IEEE 802.1x/EAP
technology for authentication and WEP keys for data encryption.

Data Encryption

Disabled — Disable the WEP Data Encryption.

WEP - Enable the WEP Data Encryption. When the item is selected,
you have to continue setting the WEP Encryption keys.

TKIP — TKIP (Temporal Key Integrity Protocol) changes the temporal key
every 10,000 packets (a packet is a kind of message transmitted over a
network.) This insures much greater security than the standard WEP
security. (Note: This mode is not certified. Performance may vary under
this setting.)

AES — AES has been developed to ensure the highest degree of
security and authenticity for digital information and it is the most
advanced solution defined by IEEE 802.11i for the security in the
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wireless network.

Note: All devices in the network should use the same encryption method
to ensure the communication.

ASCII

WEP Key can be ASCII format. Alphanumeric values or signs are
allowed to be the WEP key. It is more recognizable for user.

PASSPHRASE

It is a text string with a maximum of 32 alphanumeric characters, for
example: “Test". The WEP Key is based upon the Passphrase
determined by you. This passphrase may not work with other vendors’
products due to possible incompatibility with other vendors’ passphrase
generators. You must use the same passphrase or WEP key settings for
all wireless computers within the network.

Key Length

When you select the “WEP and “PASSPHRASE" and this function will
display in the current status of the utility.

The keys are used to encrypt data transmitted in the wireless network.
Fill the text box by following the rules below.

64-bit — Input 10-digit Hex values as the encryption keys. For example:
“0123456aef".

128-bit — Input 26-digit Hex values as the encryption keys. For example:
“01234567890123456789abcdef”.

Key Index (advanced)

Select one of the four keys to be the data encryption key.

Network Key

Please enter network security key here to make sure the password is
correct.

Confirm Network Key

Please enter network security key here again.

EAP Type

GTC — GTC is an authentication protocol which allows the exchange of
clear text authentication credentials across the network.

TLS — TLS is the most secure of the EAP protocols but not easy to use.
It requires that digital certificates be exchanged in the authentication
phase. The server presents a certificate to the client. After validating the
server’s certificate, the client presents a client certificate to the server for
validation.

LEAP — LEAP is a pre-EAP, Cisco-proprietary protocol, with many of the
features of EAP protocols. Cisco controls the ability of other vendors to
implement this protocol, so it should be selected for use only when
limited vendor choice for client, access-point, and server products is not
a concern. When you have set up LEAP authentication, you have to
enter the user name and password of your computer.

PEAP & TTLS — PEAP and TTLS are similar and easier than TLS in that
they specify a stand-alone authentication protocol be used within an
encrypted tunnel. TTLS supports any protocol within its tunnel, including
CHAP, MSCHAP, MSCHAPv2 and PAP. PEAP specifies that an EAP-
compliant authentication protocol must be used; this adaptor supports
MD5, TLS, GTC (Generic Token Card) and MSCHAPV2. The client
certificate is optional required for the authentication.
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4.3 Link Status Page

— — —————

e =
aean Hawking HWDN2 Wireless Utility

r_ Link Status = Profiles = Available Network Information

MAC Address : 001f1fif7ele

SSID : HawkTech

BSSID: gppe3b0fc26e

Security : WpA-pSK TKIP

Connection : Connected
Network Type : Infrastructure

Channel : 10

Signal Strength: 100%

B I

| turn Radio OFF )

——

T — I —

The Link Status page gives you information regarding your current wireless channel, transmit rate (speed)
and link/signal quality. You will use this utility to figure out which antenna position results in the best
performance and connection.

Obtaining the Strongest Connection
=  First you must determine where the location of your Wireless Access Point is within your network.
= Position the directional antenna towards the location of the Access Point.

= While viewing your Link Status utility, rotate the antenna clockwise and counter-clockwise slowly to
figure out which position gives you the highest Link Quality and Signal Strength. Once you have
determined which position gives you the best signal, leave the antenna in that orientation
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4.4 Information

By choosing this option, you can the information about the Driver and Utility.

8680 Hawking HWDN2 Wireless Utility

! Link Status  Profiles = Available Network | Infarmation ]

Hawking HWDN2 Wireless Utility
Version 1.6.5(Tue 31th March 2009)

(c) 2003-2009 Hawking Technologies,Inc.

5. Uninstalling Hawking Utility (Mac)

1. Insert the Original Setup CD. Select “Sofware_ MAC” folder
fann [~ HWDN2 Setup CD —y
X 11 items, Zero KB available

autorun.exe

autorun.inf CLICK HERE TO START
Docurnents Driver_PC html
=
HWDN2 Setup CD.cdr images 1SO9660

ProgramData

Software_MAC
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2. Select your Mac OS (10.4 or
10.5) and the

“Uninstall.command

3. Click on “Password” and enter the
password for your computer, then
“enter”. If your computer is not
password protected, then press

enter.

anon [_|HWDN2 10 5 =

> 2 items, Zero KB available

[| autorun.exe ] HWDNZ_10_- » @ HWDN2_Leopard.pkg
M autorun.inf #m H 0_ . Uninstall.command
@/ CLICK HERE TO START

|| Documents 3
|| Driver_PC -
L html -
2 HWDNZ Setup CD.cdr

] images L3
| 1509660 L4
| ProgramData -

|| Software_MAC

® OO0 Terminal — sudo — 80x24

jason-owenz-powerbook-g4-134 1~ jozonowend Adolumes/HWDNZY Setupt Ch/Software_MAC
SHWDNZ_18_5/Uninstal l.command ; exit;

Pleaze type the possword of "root" to Uninstall ...
Uninstalling Script and Utility ...
Pazsword:
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V. APPENDIX A — SPECIFICATIONS

® Standard: IEEE 802.11b/g/n
® |Interface: USB 2.0 Type A
® Frequency Band: 2.4000 ~ 2.4835GHz (Industrial Scientific Medical Band)
® Data Rate:
11b: 1/2/5.5/11Mbps
11g: 6/9/12/24/36/48/54Mbps
11n (20MHz): MCSO0-7 (up to 72Mbps)
11n (40MHz): MCSO0-7 (up to 150Mbps)
®  Security: 64/128-bit WEP Data Encryption, WPA, WPA2
® Antenna: Hi-Gain Dual Antenna — Dish Technology
® Drivers: Windows 2000/XP/Vista or Mac 10.4 or later
® | EDs: Link/Activity
® Transmit Power: 11n: 14+1.5dBm, 11g: 14+1.5dBm, 11b: 17£1.5dBm
® Dimension: 4.17(L) in x 4.9(W) in x 5.14(H) in
® Weight: 137 gram / 4.8 oz
®  Temperature: Operating 32~104°F (0 ~40°C), Storage -13~149°F (-25~65°C)
®  Humidity: Max. 95% (Non-Condensing)
®  Certification: FCC
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V. INDEX

This chapter provides solutions to problems usually encountered during the installation and operation of the
adapter.

1. What is the IEEE 802.11n standard?
802.11n is an IEEE 802.11 wireless network standard that increases transmission speeds from a
traditional 11Mbps (802.11b) to over 100Mbps. Currently, the HWDN2 supports up to 150Mbps. 802.11n
can handle legacy 1l1a, 11b and 11g transmission in a mixed mode or only 11n nodes for maximum
performance. It supports the 2.4GHz and 5GHz frequency bands.
The key to the 802.11n standard is the use of multiple antennas, known as MIMO (Multiple input/multiple
output). MIMO technology enables two data streams, transmitter and receiver, to be sent simultaneously
over longer distances and to improve the overall system performance.

2. What does IEEE 802.11 feature support?
The product supports the following IEEE 802.11 functions:

o CSMA/CA plus Acknowledge Protocol
e Multi-Channel Roaming

e Automatic Rate Selection

o RTS/CTS Feature

e Fragmentation

e Power Management

3. What is Ad-hoc?
An Ad-hoc integrated wireless LAN is a group of computers, each has a Wireless LAN adapter,
Connected as an independent wireless LAN. Ad hoc wireless LAN is applicable at a departmental scale
for a branch or SOHO operation.

4. What is Infrastructure ?
An integrated wireless and wireless and wired LAN is called an Infrastructure configuration. Infrastructure
is applicable to enterprise scale for wireless access to central database, or wireless application for mobile
workers.

5. Whatis BSSID?
A specific Ad hoc LAN is called a Basic Service Set (BSS). Computers in a BSS must be configured with
the same BSS ID.

6. What is WEP ?
WEP is Wired Equivalent Privacy, a data privacy mechanism based on a 40 bit shared key algorithm, as
described in the IEEE 802 .11 standard.
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10.

11.

12.

What is TKIP?
TKIP is a quick-fix method to quickly overcome the inherent weaknesses in WEP security, especially the
reuse of encryption keys. TKIP is involved in the IEEE 802.11i WLAN security standard, and the
specification might be officially released by early 2003.

What is AES?
AES (Advanced Encryption Standard), a chip-based security, has been developed to ensure the highest
degree of security and authenticity for digital information, wherever and however communicated or stored,
while making more efficient use of hardware and/or software than previous encryption standards. It is
also included in IEEE 802.11i standard. Compare with AES, TKIP is a temporary protocol for replacing
WEP security until manufacturers implement AES at the hardware level.

Can Wireless products support printer sharing?
Wireless products perform the same function as LAN products. Therefore, Wireless products can work
with Netware, Windows 2000, or other LAN operating systems to support printer or file sharing.

Would the information be intercepted while transmitting on air?
WLAN features two-fold protection in security. On the hardware side, as with Direct Sequence Spread
Spectrum technology, it has the inherent security feature of scrambling. On the software side, WLAN
series offer the encryption function (WEP) to enhance security and Access Control. Users can set it up
depending upon their needs.

What is DSSS ? What is FHSS ? And what are their differences ?
Frequency-hopping spread-spectrum (FHSS) uses a narrowband carrier that changes frequency in a
pattern that is known to both transmitter and receiver. Properly synchronized, the net effect is to maintain
a single logical channel. To an unintended receiver, FHSS appears to be short-duration impulse noise.
Direct-sequence spread-spectrum (DSSS) generates a redundant bit pattern for each bit to be
transmitted. This bit pattern is called a chip (or chipping code). The longer the chip is, the greater the
probability that the original data can be recovered. Even if one or more bits in the chip are damaged
during transmission, statistical techniques embedded in the radio can recover the original data without-
the need for retransmission. To an unintended receiver, DSSS appears as low power wideband noise and
is rejected (ignored) by most narrowband receivers.

What is Spread Spectrum ?

Spread Spectrum technology is a wideband radio frequency technique developed by the military for use in
reliable, secure, mission-critical communication systems. It is designed to trade off bandwidth efficiency for
reliability, integrity, and security. In other words, more bandwidth is consumed than in the case of
narrowband transmission, but the trade off produces a signal that is, in effect, louder and thus easier to
detect, provided that the receiver knows the parameters of the spread-spectrum signal being broadcast. If a
receiver is not tuned to the right frequency, a spread —spectrum signal looks like background noise. There
are two main alternatives, Direct Sequence Spread Spectrum (DSSS) and Frequency Hopping Spread
Spectrum (FHSS).
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13.

14.

15.

What is Hi-Gain and dBi?

Hi-Gain is Hawking Technologies’ high performance wireless distance extending product line. It
encompasses a group of products and technologies used to help solve distance issues accompanied with
Wi-Fi products. A unit of measurement on antenna strength and power is dBi. The higher the dBi or gain
level of an antenna the more powerful it is.

What is the difference between directional and omni-directional antennas?
Directional and omni-directional antennas determine the wireless output pattern of antennas. In standard
installations it is normally the wireless access point that uses the omni-directional antenna (360 degree
wireless output) whiles the clients (desktop or laptops) that use the directional antennas (concentrated
narrow wireless signal) to create a stronger link directly to the access point.

How do | get an Optimal Wireless Connection with the HWDN2?

If pointing the antenna directly at the access point is not providing a sufficient signal connection then you
can try bouncing the signals off walls. Wireless signals can reflect off walls or through windows to get to
their desired location so try different positions to find the best antenna orientation for your network.
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VI. PRODUCT SUPPORT INFORMATION

Thank you for choosing Hawking Technologies. Please do not hesitate to contact us if you have
any questions regarding the installation of your product. We're here to help you 24 hours a day, 7
days a week!

PHONE SUPPORT
e 888.202.3344

Toll-Free 24/7 Technical Support Line (US & Canada Only)

WEBSITE SUPPORT
e http://www.hawkingtech.com/support

You'll find: (a) Firmware/Driver updates with the latest features and news on your product
(b) Frequently Asked Questions (FAQs) with answers to common asked questions about
your product.]

EMAIL SUPPORT
e techsupport@hawkingtech.com

DOCUMENT SUPPORT
e Product User’'s Manual

(Normally located on the product CD)
You'll find detail install instruction on your product and default user name and password.

RMA (RETURN MERCHANDISE AUTHORIZATION)

e http://www.hawkingtech.com/support/customerservice.php

CUSTOMER SERVICE
e Email: customerservice@hawkingtech.com
o Tel: 949.206.6900 ext:1000

We want to hear from you! We hope you will have a wonderful experience using
our hawking product. If there is any concern, please email us at
customerservice@hawkingtech.com.
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